
PRIVACY AGREEMENT 

1. Definitions: 
1.1. This Agreement (hereinafter referred to as "AGREEMENT") establishes the 
privacy rules to ensure the security of services provided over the internet between 
OncoRoad (hereinafter referred to as "ONCOROAD") and the user (hereinafter 
referred to as "USER"). 

 

2. Privacy and Security: 
2.1. The internet poses risks such as fraud, scams, virus infections, unauthorized 
access, and theft of personal information. OncoRoad has taken the necessary 
technological precautions to minimize these risks. 
2.2. The USER acknowledges the responsibility of protecting their personal data and 
takes the necessary measures. 

 

3. User Responsibilities: 
3.1. The USER is responsible for keeping their account number, user information, and 
password confidential. 
3.2. The USER acknowledges that OncoRoad is not liable for any damage or losses 
arising from the use of their password by third parties. 
3.3. The USER must be cautious against fraud attempts and should not share their 
password with anyone. 

 

4. Data Protection: 
4.1. OncoRoad does not collect patients’ health information (e.g., medical reports, 
MRIs). Patients or their relatives upload health information solely to Harvard 
University and its affiliated hospitals, where the data is stored exclusively. 
4.2. OncoRoad does not have access to patients’ health information and respects the 
confidentiality of this information. 

 

5. Communication: 
5.1. OncoRoad does not send emails requesting passwords or asking users to update 
their personal information. 
5.2. The USER should disregard any information coming from sources other than 
OncoRoad. To communicate with OncoRoad, the user should only use the email 
address info@oncoroad.com or the WhatsApp number +90 (507) 558 49 24. 

 


